Overview
Every hospital administrator’s worst nightmare is to have gun-toting federal agents show up at the hospital’s door (or even worse, at the door of your employees’ homes) with a search warrant, demanding to seize records and computers and to interview staff. It is essential that you know your rights and obligations in order to ensure that you respond appropriately while minimizing the impact on your hospital’s operations while you cooperate with the investigation. Having a policy that sets forth how your hospital should respond in such situations is an important part of being prepared.

Target Audience
Hospital Leadership, Compliance Officers, CIOs, Public Affairs Directors, Human Resource Directors, Security and Emergency Management, and In-house and External Legal Counsel

Objectives
1. Understand your rights in responding to a search warrant or other government investigation
2. Preparing staff in the event of a government investigation, including search warrant
3. Developing a hospital policy for responding to search warrants and other government investigations

Faculty
Chris Bennington is a partner in Bricker & Eckler’s Health Care Group. His practice focuses on representing managed care organizations and hospitals on matters involving fraud and abuse, privacy, regulatory compliance, Medicaid managed care and managed care contracting. Mr. Bennington also regularly provides general counsel services to the firm’s health care clients.

Shannon DeBra is counsel with Bricker & Eckler LLP. Her practice emphasizes health care compliance, regulatory, and fraud and abuse matters. She works with health care providers to conduct compliance audits and internal investigations, as well as to put together voluntary disclosures to the United States Attorney’s Office, Office of Inspector General (OIG) and/or Centers for Medicare & Medicaid Services when potential violations of law are discovered. She assists in implementing Corporate Integrity Agreements (CIA), creates new compliance policies and procedures, and reviews compliance procedures for consistency with OIG provider compliance guidance and CIA requirements. She has defended health care providers in sealed Qui Tam cases, including developing defense strategies and leading settlement discussions with the U.S. Department of Justice.

Ilah Naudasher has over 15 years’ experience working in health care revenue cycle and compliance roles. Her career started working in the patient access and billing areas, evolving to roles such as the compliance officer, director of patient financial services and director of coding and compliance for a health care consulting company. She earned her bachelor’s degree from Bowling Green State University and her master’s degree from the University of Phoenix. Ms. Naudasher currently works for the Kettering Health Network as the network director of compliance operations. In that role, she has responsibility for regulatory compliance of all hospitals, SNF, clinics and employed physicians in the Kettering Health Network.

Certificates of Attendance
Certificates of Attendance will be issued to all registrants. These certificates should be placed on file at your hospital as evidence of attendance. Certificates of Attendance will not be awarded for recorded sessions.

Registration
$175 for AHA Member Hospitals
Registration includes one internet connection and one telephone connection at one location, although there can be an unlimited number of participants from your organization in that one listening room.

Two days prior to the event, you will receive instructions and passwords for accessing the event, along with the slide presentation and other resource materials. It is the responsibility of the registrant to download and/or access presentation materials prior to the day of the event.
Participants should register at least five business days prior to the event to ensure optimal processing of conference materials. To register, please submit the attached registration form. If you have not received an e-mail with instructions (via the e-mail provided on the registration form) or if you are unable to download or open presentation materials, at least two business days prior to the event, please contact Anna Sroczynski at 501-224-7878 or asroczynski@arkhospitals.org. Without payment (via check or credit card), your registration cannot be processed, and you will not receive connection instructions.

Cancellation Policy
Refunds, minus a $25 processing fee, will be granted if requests are received in writing by the AHA at least 5 business days prior to the program. No refunds will be issued after that date. Fax cancellation/refund requests to the Education Department at 501-224-0519.

REGISTRATION FORM
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Webinar OH0117  Wednesday, January 18, 2017

Registration Fee
$175 for AHA Member Hospitals
Registration fee covers one or multiple participants at one location (one connection per registration) and includes one set of instructional materials/handouts. Upon receipt, additional handouts can be copied.

Name and Title of Contact Person ________________________________
Organization ______________________________________________________
Mailing Address ____________________________________________________
City, State, Zip ____________________________________________________
Telephone _____________________ Fax ___________________ E-mail _______________________________

Method of Payment
Check in the amount of $_________ payable to the Arkansas Hospital Association is enclosed.

Credit Card # _________________________________ □ Visa □ MasterCard (AmEx and Discover Not Accepted)

Cardholder’s Billing Address (including zip code) ______________________________________________________
Expiration Date __________ Name on card ________________________________
Signature _______________________________ Card Holder’s Phone # ________________________

Mail form and payment to
Education Department, Arkansas Hospital Association, 419 Natural Resources Drive, Little Rock, AR 72205; phone: 501-224-7878; or fax form with credit card information to 501-224-0519.